
MAGNUM INFOSYSTEM PRIVACY POLICY 

 

The Magnum Infosystem Privacy Policy aims at safe-guarding the confidentiality of it’s customers. 

We hereby declare that your details will not be disclosed to any third party unless it is required 

to provide a service to you. Please go through the below mentioned Privacy Policy points 

carefully. By using our software, you acknowledge reading and understanding the policies, and 

hence agree to be bound by the terms stated below. This Privacy Notice covers the personal 

information we collect, use and disclose through your use of our software, mobile applications, 

products and services, either online or offline. We respect the privacy rights of our customers 

and we are committed to protecting your privacy. This Privacy Policy explains our data handling 

with regard to your Personal Data, as well as your rights associated with your Personal Data.  

If we make changes to this Privacy Policy, we will post the changes within the software. Any 

changes to this Privacy Policy will become effective upon posting of the revised Privacy Policy. 

Use of our software, products and services following the posting of a new Privacy Notice 

constitutes your acceptance of the revised Privacy Policy then in effect. As such, we encourage 

you to review our Privacy policy from time to time for the latest information on our privacy 

practices. In some cases, we may provide additional disclosures or privacy policies specific to 

certain products, services, or programs. Those additional terms supplement, and are to be read 

in conjunction with this Privacy Policy. 

By using our software, products or services, you understand and acknowledge that we will collect 

and use your personal information as described in this privacy policy. If you have questions, 

comments, or suggestions, you can always get in touch with us. 

Information that may automatically be collected when you use our software 

When you access our software, we and our third-party partners and vendors may automatically 

collect certain information from your device using tracking technologies to help us understand 

how our users use our software. The information collected automatically when you visit our 

software may include your IP address, characteristics of your operating system, information 

about your system settings, data about the computer or mobile device you use to access our 

software, unique device identifiers.  

Magnum Infosystem only collects information about it’s users, as is required in the general 

course and information that is required to serve it’s users better. Magnum Infosystem does not 

in any way collect information about it’s user’s clients or customers, or any financial 

information or data thereof. Any information or data provided or created by the user, shall be 



retained for the purpose of use in the software and shall not be used outside the scope of the 

software. 

 

How information may be used 

• To enable you to use Magnum Infosystem Services . 
• To provide, maintain, improve and promote Magnum Infosystem services. 
• To provide customer services. 
• To communicate with you, including responding to your queries, comments and 

requests, give you the information about the services and features. 
• To better understand your needs and interests. 
• To analyze trends, usage, and activities in connection with Magnum Infosystem 

Services. 
• To prevent fraudulent transaction, unauthorized and illegal transaction to Magnum 

Infosystem Services. 
• To transfer your information during the time of sales. 
• To notify you, for sending updates and alerts. 

 

Security 

a. We use reasonable administrative, technical, personnel, and physical measures (a) to 

safeguard Personal Data against loss, theft, unauthorized use, disclosure, or modification; and 

(b) to ensure the integrity of your Personal Data. To help us protect your privacy, you should 

maintain the secrecy of any logon IDs and passwords, Member numbers, or other identifiers or 

credentials you may have set up or were provided with in connection with your participation in 

or use of our software or services. 

As you may be aware, there is no completely secure method of transmitting or storing data. 

Although their physical characteristics are different, postal mail, telephone calls, text messages, 

faxes and transmissions over the Internet or wireless networks all present possibilities of loss, 

misrouting, interception and misuse of the data that is transmitted. If you have reason to believe 

that any account with us is no longer secure, you must immediately contact us. 

We try to strike a balance between the security of your data and your convenience. As a result, 

we may sometimes use a method of communication that is less secure than a less convenient 

alternative. For example, but not limitation, we may send you an e-mail or a text message in 

unencrypted form (i.e. instantly readable) because many of our customers are unable to access 

encrypted (i.e. coded) e-mail or messages. This means that our message, if misrouted or 

intercepted, could be read more easily than encrypted messages. Such messages may contain 

Personal Data. Please do not include confidential information, such as your credit card number 



or account passwords, in any e-mail or text you send to us or on any posting you make to a public 

area of a third-party social network page, especially since any such posting immediately becomes 

public.  

Links to other sites 

The company’s Services may contain links to other sites. If you click on a third-party link, you will 

be directed to that site. Note that these external sites are not operated by us. Therefore, we 

strongly advise you to review the Privacy Policy of these websites. We have no control over and 

assume no responsibility for the content, privacy policies, or practices of any third-party sites or 

services. 

Access, Correction & Portability 

a. To access, review, or update your Personal Data covered by this Privacy Policy, please contact 

us. While we will make reasonable efforts to accommodate your request, we also reserve the 

right to impose certain restrictions and requirements on such access requests, if allowed or 

required by applicable laws.  

b. India residents have the right to: (a) request rectification of their Personal Data; (b) object to 

the processing of their Personal Data for direct marketing purposes; (c) object to the processing 

of their Personal Data (including profiling) where our legal basis for processing your Personal Data 

is where such processing is necessary for our legitimate interests; (d) request erasure of their 

Personal Data; (e) request restriction of your Personal Data; (f) exercise their right to data 

portability; and (g) object to automated decision making (including profiling).  

c. In addition, where we process the Personal Data of India residents on the basis of their consent 

as mentioned in this Privacy Policy, they can withdraw that consent at any time. 

Contact Us 

If you have questions about this policy or about our privacy practices, you may contact us by 

clicking on the ‘Contact us’ tab on our website. 

 


